
Privacy Policy

EFFECTIVE DATE AUGUST 31, 2021
Click here to review the previous version.
Note: The Privacy Policy has been updated. Please review the updated privacy policy
carefully before using the Website. By using the Website, you consent to the terms of the
updated Privacy Policy.
CASINOHUNTER is committed to protecting your privacy. We are committed to gaining and
maintaining your trust by following a core set of Privacy Principles.

Scope
This Privacy Policy applies to information, including contact information, collected about you
by the CASINOHUNTER Website. Please review this Privacy Policy carefully. The Privacy
Policy describes, among other things, the types of information collected about you when you
visit the Website; how your information may be used and when it may be disclosed; how you
can control the use and disclosure of your information; and how your information is
protected. In addition, please review Terms of Use which governs your use of this Website.

Information Collected
Information you provide directly to the Website. You are not required to provide information
about yourself when you visit a Website. CASINOHUNTER may ask you for different types
of information only when you log in or directly contact the CASINOHUNTER such as contact
information (full name and email address) or call our offices or provide feedback, comments
or ask questions about the Website.
Information we collect automatically on Website. Also Website may collect some information
automatically, such as:

​ Your device type and settings, software used and browser type and operating
system;

​ Your Internet Protocol (IP) address, which is the number automatically assigned to
your computer whenever you access the Internet and that can sometimes be used to
derive your general geographic area;

​ Websites or other services you visited before and after visiting a Website;
​ Web pages and advertisements you view and links you click on within Website;
​ Unique identifiers and connection information, including mobile device identification

numbers (e.g. Apple’s Identifier for Advertising IP (IDFA) or Google’s Android
Advertising ID (AAID)) and internet connection means (e.g. mobile operator, ISP,
WiFi connection) that can identify the physical location of such devices in accordance
with applicable law;

​ Information collected through cookies, web beacons, and other similar technologies;
​ Standard server log information.

This Privacy Policy does not cover actions of the third parties, including those who disclose
information to CASINOHUNTER.

https://casinoshunter.com/static/content/files/5/01/1b0f51d0d434bee51f5da11b5cabc015.pdf


Combining Information. Please note that all of the information we collect about you may be
combined, including to help us prolong our communications with you, provide online
advertising based on your interests, and to develop rich online content on our Website. Your
consent will be obtained where it is required.

Use Of Information
CASINOHUNTER may use your personal information to let you know about news, bonus
programs or other things we think may be interesting to you. If we decide to use your
personal information for direct marketing purposes, we will give you the opportunity to opt
out of receiving any marketing material. We may share the personal information that you
have given to us with associates and affiliates. We may also use your personal information
for related purposes that you would reasonably expect. We take particular care with any
sensitive information that we may have (if any).
We generally use information we collect about you in order to: fulfill your requests for
information, including to send you electronic newsletters that you have requested; analyze
the use of Website and information about visitors of our Website to understand and improve
our Content and to produce or disclose anonymous or aggregated data and statistics that
might help third parties develop their own products and service offerings; customize the
content you see on the Website; prevent potentially prohibited or illegal activities otherwise
in accordance with our Terms of Use, including restrictions of the use of software to remove,
modify, disable, block or otherwise impair any advertising in connection with the Website;
and for any other purposes disclosed to you at the time we collect your information or
pursuant to your consent.

Disclosure Of Information
CASINOHUNTER is committed to maintaining your trust and we want you to understand
when and with whom we may share information collected about you. We may share
information collected about you as disclosed at the time of collection, as otherwise disclosed
in this privacy policy, and in the following circumstances:

​ With your consent. CASINOHUNTER may share your contact information with third
party marketing partners. You acknowledge that when you disclose personal
information on the Website and you allow your information to be shared with third
parties that can contact you in a different ways. Sometimes CASINOHUNTER may
give you the option to receive further communications from one of our advertising
partners. If you do choose to opt in by expressly providing consent to receive
communications from that third party advertiser, your personal information will be
managed by that third party’s own privacy policy.

​ Transfers. CASINOHUNTER may share your information in connection with a
transaction of the corporate rights, such as the sale of a Website, a merger,
consolidation, asset sale, or in the event of bankruptcy.

​ Legal requirements. CASINOHUNTER may disclose information about our users,
including contact information, to respond to subpoenas, court orders, legal process,
and other law enforcement measures, and to comply with other legal obligations.



There may be circumstances where the law requires CASINOHUNTER to disclose
the information, or where disclosure is required for law enforcement purposes.

​ Protect our Website and users. We may disclose information to protect and defend
the legal rights, interests, and safety of the Website; to protect the safety and security
of visitors of the Website and members of the public; and as otherwise disclosed in
our Terms of Use.

Finally, we also may share aggregated or anonymized information with third parties, to help
us develop content that, we hope, will be interesting to you or to help these third parties
develop their service offerings.

Your Choices
You can choose to view content and features on the Website without providing us directly
with any information about you; however, as described above, some information may be
collected automatically. There may be times when we ask for personal information from you
and you do not wish to provide it. You can opt out of receiving commercial email or text
messages from a particular Website or other service by following the instructions contained
in any such message or by contacting us directly. You also have choices about whether
cookies and other similar technologies are placed on your computer or mobile device. You
also may choose to opt out of use of data that our authorized third party service providers or
we collect about your visits to our business partners’ websites that may be used to deliver
advertisements tailored to your interests. Finally, you also have choices about the collection
and use of your information by third parties to display relevant advertisements.

Protection Of Information
We are committed to protecting your information. We have adopted commercially reasonable
technical, administrative, and physical procedures to help protect your information from loss,
misuse, unauthorized access, and alteration. Please note that no data transmission or
storage can be guaranteed to be 100% secure. We want you to feel confident using the
Website but we cannot ensure or warrant the security of any information you transmit to us.

Transfer Of Data Internationally
Please be aware that information you provide to us or that we obtain as a result of your use
of the Website may be collected in your country and subsequently transferred to the USA or
another country in accordance with applicable law. The privacy and data protection laws in
the country to which your information is transferred may not be equivalent to such laws in
your country of residence. Your personal information may be subject to the laws of the
country to which it is transferred and may be accessible without notice to you by the courts,
law enforcement and national security authorities of that country. By using and visiting the
Website or providing us with your information, you consent to the collection, international
transfer, storage, and processing of your information.



Age Limitations
We have no official right to collect any private information from persons who are not 18 yet. It
is strictly prohibited to the Users under 18 to use Our Website and any of the Services
offered by Our Company. As soon as We find out that the information presented by the User
is not eligible because of the age limits, it will promptly be erased. We bear no responsibility
in case if You’re not old enough to use the Website. You must be of legal age to be in line
with Our Privacy Policy, as well as with Our Terms and Conditions.
Alert Us in case one of Your children under 18 is using Our Website trying to get access to
our free and premium services. We’ll take measures to block access to Our Website from
Your IP address. All affiliate websites cooperating with Our Company will be blocked for your
child as well.

Personal Information Protection
We use HTTPS/TLS encryption to protect the personal information of Our Users. This
technology guarantees 100% protection of Your data so that it will never be stolen or
transferred anywhere without your permission.
Remember that We are not responsible for the breaches of security caused by Your
irresponsible actions or Our service suppliers.

Storage Time
We only store personal data for as long as is necessary to fulfil the purposes pursued. In
some cases, the legislator provides for the storage of personal data, for example in tax or
commercial law. In these cases, the data will only be stored by Us for these legal purposes
but will not be processed in any other way and deleted after expiry of the legal retention
period.

Your Rights As A Data Subject
According to the applicable laws, you have various rights regarding your personal data. If
you wish to assert these rights, please send your request by e-mail or by post to the address
specified in the section on the bottom of this Policy, clearly identifying yourself.

Right To Acknowledgment And Access
You have the right to receive confirmation from Us at any time as to whether personal data
relating to you will be processed. If this is the case, you have the right to request from us
free of charge information about the personal data stored about you together with a copy of
this data.
If personal data are transferred to a third country or an international organization, you have
the right to be informed of the appropriate guarantees in accordance with GDPR and US
data protection laws in connection with the transfer.



Right To Correction
You have the right to request Us to correct any inaccurate personal data concerning you
without delay.

Right For Cancellation ("Right For Oblivion")
As a pursuant under GDPR and US data protection laws, you have the right to demand that
we delete personal data concerning you without delay, and we are obliged to delete personal
data without delay if one of the following reasons applies:
1. personal data are no longer necessary for the purposes for which they were collected or
otherwise processed.
2. you file an objection to the processing pursuant to GDPR and US data protection laws,
and there are no overriding legitimate grounds for the processing, or you file an objection to
the processing pursuant under conditions of GDPR and US data protection laws.
3. you withdraw your consent, on which the processing was based pursuant according to
GDPR and US data protection laws, and there is no other legal basis for the processing.
4. the deletion of personal data is necessary to fulfil a legal obligation under Union law or the
law of the Member States to which we are subject.

Right To Limitation Of Processing
You have the right to request Us to restrict processing if one of the following conditions is
met:
1. you dispute the accuracy of your personal data for a period of time that enables us to
verify the accuracy of your personal data;
2. the processing is unlawful, and you have refused to delete the personal data and have
instead requested the restriction of the use of the personal data;
3. We no longer need the personal data for the purposes of processing, but you do need the
data to assert, exercise or defend legal claims, or
4. you have filed an objection against the processing pursuant according to GDPR and US
data protection laws, as long as it is not yet clear whether the justified reasons of our
company outweigh yours.

Right To Transferability Of Data
You have the right to receive the personal data concerning you that you have provided to us
in a structured, current and machine-readable format, and you have the right to transmit this
data to another person in charge without our interference, provided that
1. processing is based on consent or on a contract pursuant according to conditions of
GDPR and US data protection laws and
2. processing is carried out using automated methods. When exercising your right to data
transferability in accordance with paragraph 1, you have the right to request that the
personal data be transferred directly by us to another person responsible, insofar as this is
technically feasible.



Right Of Objection
You have the right to object at any time, for reasons arising from your particular situation, to
the processing of personal data concerning you on the basis of GDPR and US data
protection laws; this also applies to profiling based on these provisions. We no longer
process personal data unless we can prove compelling grounds for processing that outweigh
your interests, rights and freedoms, or the processing serves to assert, exercise or defend
legal claims.
If We process personal data for direct marketing purposes, you have the right to object at
any time to the processing of personal data concerning you for the purpose of such
advertising.
You have the right to object to the processing of personal data concerning you, for scientific
or historical research purposes or for statistical purposes in accordance with GDPR and US
data protection laws, for reasons arising from your particular situation, unless the processing
is necessary to fulfil a task in the public interest.

Automated Decisions Including Profiling
You have the right not to be subject to a decision based exclusively on automated
processing - including profiling - that has legal effect against you or significantly impairs you
in a similar manner. An automated decision making based on the collected personal data
does not take place.

Right To Revoke Consent Under Data Protection Law
You have the right to revoke your consent to the processing of personal data at any time.

Right Of Appeal To A Supervisory Authority
You have the right of appeal to a supervisory authority.
In particular, if you have US residentship, in the Member State where you are staying,
working or suspected of having infringed the law, if you believe that the processing is
unlawful.
Or, if you have EU/EEA residentship, and have a concern about our practices concerning the
processing of Personal Data that we are not able to resolve, you have the right to lodge a
complaint with the data protection authority where you reside or in which you work, or in
which the alleged infringement occurred, each as applicable, or by contacting the
supervisory authority for such issues, at
https://ec.europa.eu/justice/article-29/structure/data-protection-authorities/index_en.htm.

Cookies
We use so-called session cookies to optimize our website. A session cookie is a small text
file that is sent by the respective servers when you visit a website and stored temporarily on
your hard drive. This file as such contains a so-called session ID, with which you can assign
various requests of your browser to the common session. This will allow your computer to be

https://ec.europa.eu/justice/article-29/structure/data-protection-authorities/index_en.htm


recognized when you return to our website. These cookies are deleted after you close your
browser.
We also use persistent cookies to a small extent, which remain on your terminal device and
enable us to recognize your browser the next time you visit. These cookies are stored on
your hard disk and are deleted automatically after the specified time. Their life span is 1
month to 10 years. This enables Us to present our services to you in a more user-friendly,
effective and secure manner and, for example, to display information on the site that is
specifically tailored to your interests.
Our legitimate interest in the use of cookies pursuant to GDPR is to make our website more
user-friendly, effective and secure.
The following data and information are stored in the cookies:
• Language settings;
• Geo-data;
• Age;
• Gender;
• Device and operational system of device you use to enter Our website;
• Entered search terms
• Information about the number of visits to Our website and use of individual functions of the
website.
When the cookie is activated, it is assigned an identification number and your personal data
is not assigned to this identification number. Your name, IP address or similar data that
would allow the cookie to be assigned to you will not be placed in the cookie. Based on the
cookie technology, we only receive pseudonymous information, for example about which
pages of our website were visited, which products or offers were viewed, etc.
You can set your browser so that you are informed in advance about the setting of cookies
and can decide in individual cases whether you want to exclude the acceptance of cookies
for certain cases or in general, or that cookies are completely prevented. This may limit the
functionality of the website.

Google-Analytics
We use Google Analytics, a web analysis service of Google Inc. "("Google"). Google
Analytics uses "cookies", which are text files placed on your computer, to help the website
analyze how users use the site. The information generated by the cookie about the use of
this website by page visitors is usually transferred to a Google server in the USA and stored
there.
This is also our legitimate interest pursuant to GDPR and US data protection laws.
Google has signed and certified itself under the Privacy Shield Agreement between the
European Union and the USA. By doing so, Google undertakes to comply with the standards
and regulations of European data protection law.
The IP address transmitted by your browser in the context of Google Analytics is not merged
with other Google data. You may refuse the use of cookies by selecting the appropriate
settings on your browser, however, note that if you do this you may not be able to use the full
functionality of this website.
You can also prevent the transmission to Google of data generated by the cookie and
relating to your use of the website (including your IP address) and the processing of this data
by Google by downloading and installing the browser plug-in.



Visitors Behavior Patterns
We study the behaviour patterns of Our Users and track the number of people in different
parts of the Website. We do not identify the Users in any way, and this process is performed
to analyze Our work and the work of the Website elements.

Privacy Policy Possible Changes
We reserve the right to change the Privacy Policy section and add more information to it. We
are not obliged to notify the Users about the changes applied to the current Privacy Policy. It
means that the Users are to check this section for themselves to find out more about the way
their personal information is protected.

NOTICE TO INDIVIDUALS IN THE STATE OF CALIFORNIA
(USA)
Your Rights to Your Personal Information
California residents have the right to request that We (i) provide you with access to the
Personal Information that we hold about you, (ii) correct your Personal Information, (iii)
delete your Personal Information, and (iv) cease or restrict disclosures or sales of your
Personal Information to third parties. You also have a right against discrimination for
exercising any of these rights, which We are committed to upholding and honoring at all
times.
Categories of Data that We Hold about You
As mentioned above, We maintain data about you in only pseudonymized form, which
means that we do not know your identity because we do not process your name, email
address, or other identifiable information. Instead, we only process digital identifiers such as
cookie IDs, IP addresses, mobile advertising IDs on your device, network browsing history
and associated preferences, and in some limited circumstances, your hashed email address.
Why We Collect your Personal Information
We process your Personal Information in order to provide Services and personalized
advertisements to You.
Where do We Collect Your Personal Information
We automatically collect User Information when Users interact with our Services that appear
on our Customers’ websites and digital properties. Like most other web-based services, we
collect this User Information through cookies and other technologies. We may also obtain
Information about you from our data partners.
We collect Information either directly from you during your use of our Sites and Services or
from third parties that independently collect this Information from you, and we may combine
the Information that we collect from these various sources. For more information about these
collection methods, please see Sections above.
How do We Share Your Personal Information
We may disclose or make available your pseudonymous Personal Information to our trusted
partners. In most cases when we do so, we have contractually restricted their uses of this
data for only Our business purposes. Under the CCPA, such disclosures of Personal
Information to service providers are not deemed to be a “sale” and thus are not prohibited
after you exercise your right to cease or restrict disclosures or sales of your Personal



Information to third parties. In any instances where we have not entered into a service
provider relationship with such third parties, we will stop sharing your Personal Information
when you instruct us not to “sell” your Personal Information.

NOTICE TO THE CITIZENS OF CANADA
Data subjects with a residentship in Canada have the following rights under the Privacy Act:
The right to access information - the right to both:
confirmation as to whether (or not) CASINOHUNTER holds information about that person;
and access to such personal information, where such personal information may be readily
retrieved.
The right to correction of information - the right to request correction of information.
CASINOHUNTER must, on request or of its own initiative, take steps that are reasonable in
the circumstances to ensure (having regard to the purposes for which the information may
lawfully be used), the information is accurate, up to date, and not misleading.
In addition to the access and correction rights you may be entitled to exercise the right to:

​ object to the processing of your personal data (for instance, where we base the
processing on our legitimate interests and we will stop processing your data. Except
for processing related to direct marketing, we may resume processing if we can show
legitimate grounds that override your rights;

​ request the restriction of processing of your personal data (for instance, if the data is
not accurate and needs to be updated). This can also be done for data where the
purposes of processing no longer apply, but you still need the data and do not want
us to erase it;

​ request erasure of your personal data (for instance, if it’s no longer necessary for the
purposes for which it was collected, if you have withdrawn consent or there is no
other legal basis for processing, or if you have objected to the processing and our
legitimate interests do not override your rights). Certain data may not be erased if we
have a requirement to retain it for legal purposes;

​ request portability of your own personal data (the transfer of information you have
provided to us, to another controller, in a structured, commonly used and
machine-readable format), if such a request is technically possible to complete.

Also, according to Canadian legislation and specifically under both the Privacy Act (R.S.C.,
1985, c. P-21) and the Personal Information Protection and Electronic Documents Act
(PIPEDA) (S.C. 2000, c. 5, Assented to 2000-04-13), We collect personal information as
defined by section 3 of the Privacy Act.

Questions
If you have questions regarding this Privacy Policy, please contact us and we will be happy
to respond to your request within a reasonable period of time. You may also submit
questions using the information listed below:
Click here to contact us regarding this Privacy Notice or other related Privacy issues.

https://casinoshunter.com/contact/

